One-Stop Business Compliance 

Proposed Best Practices

I.  Background

Problem

The cost of complying with laws and regulations is currently too burdensome for American businesses, particularly for small businesses.  The Small Business Administration’s (SBA’s) Office of Advocacy estimates that the regulatory burden on citizens is more than $800 billion annually, with nearly $500 billion borne by small businesses.  This translates to roughly $7,000 per employee in firms with less than 20 employees.

Small businesses need a single point of access to all the laws and regulations that pertain to them.  They also need online tools to help them determine whether or not they are in compliance with all the local, State, and Federal regulations that apply, as well as effective compliance solutions.

The growing number of businesses with access to the Internet (67% of all firms with employees in 2001) validates the Web as the most viable delivery channel for these services.  A One-Stop Business Compliance site will significantly reduce the burden on businesses of understanding and complying with laws and regulations.

A.
Issues, Challenges, and Critical Success Factors

Developing a solution to support the small business community’s compliance assistance needs encompasses the following issues, challenges and critical success factors.

Issues

The following factors contribute to the overwhelming burden on businesses:

· Volume – The large number of existing, new, and proposed laws and regulations makes it difficult for businesses to become educated about compliance issues and gather necessary forms, licenses, permits, and other needed items to comply.

· Cost – In addition to the inordinate cost burden on businesses, regulatory enforcement and existing information services are expensive and costly to maintain for Federal, State and local Government agencies.

· Impact – Approximately 7 million firms have employees, and a total of 25 million businesses file Schedule C tax returns with income from sources other than salaries.  Every one of these businesses must comply with Government laws and regulations.

· Multi-jurisdictional system – Businesses are regulated by numerous agencies at Federal, State and local levels, all imposing separate requirements on individual businesses.

· Inaccessibility – The information needed by businesses is often difficult to find and—when it is accessible--is often presented in a manner that is difficult to understand.

Challenges

The challenges facing the SBA and its partner agencies in delivering a One-Stop Business Compliance capability are grouped into four areas, each of which is discussed separately:

· What is the value proposition for One-Stop Business Compliance and what business model(s) best support the delivery and sustainability of that value?

· How best to provide compliance assistance to significantly reduce the burden on businesses and improve compliance?

· How best to provide the diverse transactions needed to support One-Stop Business Compliance? How to implement an enterprise architecture that supports One-Stop Business Compliance? 

· How to provide personalized, real solutions to businesses seeking to understand and comply with all the Federal, State and local jurisdictional issues?

Critical Success Factors

Four core capabilities are being considered for the One-Stop Business Compliance solution:

1. Enable quick access to laws and regulations – Provide easy access to the appropriate laws and regulations;

2. Compliance assessment aids – Offer online tools to help business determine what laws and regulations apply to their businesses and how to comply;

3. Smart tools – Offer online tools and resources that personalize solutions for small businesses needing specific assistance; and
4. Perform online transactions – Apply online for the various licenses and permits required at the Federal, State, and local levels.

The critical success factors in achieving the desired capability for compliance assistance include the following:

· Collaborate effectively with compliance agencies at the Federal, State and local levels;

· Develop public-private partnerships to build and deliver the capability;

· Harness proven, affordable technologies to create a single point of access for small businesses seeking compliance assistance;

· Define and acquire the funding and revenue sources to grow and sustain an effective capability; and

· Provide critical capabilities to small businesses within two years.

B.
Best Practices Found

Sources

Relevant examples for best practices and lessons learned were examined in three areas: cross-jurisdictional Statewide services, other cross-jurisdictional portal applications and specific compliance and permitting services.  In addition, other sites representative of specific navigational practices and assistance tools are included in the discussion of challenges.  Specific examples are highlighted below.

Cross-jurisdictional State Portals. The following sources are examples of Statewide services providing compliance assistance across multiple jurisdictions:

1.
The Georgia Technology Authority (GTA) is designing an enterprise portal to integrate information from disparate sources throughout the Georgia State Government.  First to benefit from this portal are the projected 400,000 Georgians a year likely to renew their driver ’s licenses online.  It is one of the first Web services portals based on Simple Object Access Protocol (SOAP) and Extensible Markup Language (XML) to take advantage of cross-jurisdictional transactions.  

2.
Washington State has implemented a State portal that serves as a one-stop registry for companies to do business in the State by providing relevant information and supporting transactions online. It was developed with a comprehensive understanding of customers and their needs and deployed using a component-based architecture to support its growth and sustainability. It is one of the first and largest Government-to-Business (G2B) transaction sites available in the nation.

3.
The Commonwealth of Pennsylvania has implemented a one-stop business services portal that allows businesses to electronically identify, complete and submit all business-specific registration data required to multiple State regulatory agencies.  Three State agencies currently participate in the initial phase: the Department of Revenue, the Department of State, and the Department of Labor and Industry.  Each agency performs critical approval and oversight functions in registering new enterprises.  Fifteen hundred (1,500) businesses have submitted or changed their registrations online without incurring legal and accounting expenses previously required.

4.
The State of Virginia Department of Taxation offers the ability for a business to file its sales and withholding tax online.  It provides for electronic filing and payments by both individuals and businesses, and is jointly supported by the Virginia Employment Commission and the Virginia Department of Taxation.  Future plans call for seamless transactions across State agencies and integration for Federal Internal Revenue Service (IRS) and Social Security Administration (SSA) transactions.

5.
The State of Mississippi has embarked upon a three-year initiative to develop a comprehensive State portal to provide e-Government services to its constituencies by building upon a flexible, open, and scalable technology foundation.  Occupational license renewals for the Board of Architecture and payment processing were the first applications deployed with the initial release of the new portal in October 2001. Their success is based on a strategy of building a standards-based component architecture at the State level that can provide plug-and-play compatibility and interoperability for future applications.

Other Cross-jurisdictional Portals. The following sources are examples of other services providing compliance assistance across multiple jurisdictions:

1.
Inland Revenue, United Kingdom, Online Tax Filing deployed a tax filing system for employers and agents filing pay-as-you-earn taxes on behalf of employees; and a self assessment filing system for individual taxpayers. This site is an example of the rapid integration of commercial-off-the-shelf (COTS) forms processing, transaction engines and business rules to support businesses filing tax information online.

2.
Miami-Dade County, Florida has one of the largest local e-Government transaction-based systems, allowing businesses and individuals to request services, track and review status of service and make payments online.  It supports a host of county services from occupational licensing to the payment of parking tickets.  They created a component-based architecture that promotes interoperability and enables the easy addition of Web-based transactions and tools.

3.
Nova Scotia Atlantic Canada Online electronic business system (in partnership with an industry provider and the provinces of New Brunswick, Nova Scotia, Prince Edward Island and Newfoundland) provides third-party client organizations with secure Internet access to Government information.  Electronic access is provided to personal property registries and records, vehicle information, business registries, court filings and documents and more.  The business model relies on an industry provider to invest $10M in the development, implementation and management of the business and technical infrastructure that supports the online services.  Organizations such as banks and law firms establish online accounts, from which small fees are automatically deducted for each transaction.

Specific Compliance and Permitting Applications. The following sources are examples of services providing specific compliance and permitting transactions for specific jurisdictions:

1.
The Illinois Department of Revenue focused on reducing the tax and wage-reporting burden on businesses by providing an integrated capability for electronic registration, simplified tax and wage reporting, and online filing and payments.  The department achieved success by developing a solid understanding of its customers’ requirements and building the necessary infrastructure to provide secure digital transactions to more than 100,000 businesses.  It defined a business model consistent with its mission and relied on a component-based architecture to deliver the needed business services.

2.
The Ohio Bureau of Workers Compensation allows injured workers to fill out insurance claims forms electronically.  As many as 80 percent of Ohio workers using the new system have been able to file claims within seven days of receiving their job-related injury, as opposed to 25-27 days for paper-based claims.  Nine hundred companies have paid their workers compensation premiums online using credit cards.  This site demonstrates the ability of individuals and businesses to file forms electronically, make payments online and have transactions synchronized across multiple State agencies within Ohio.


3. New Jersey’s DEPonline is a one-stop environmental information sharing and regulatory compliance portal for business, industry and the public. DEPonline seamlessly interoperates with the New Jersey Environmental Management System (NJEMS), an integrated enterprise regulatory management solution.  The portal enables business users to access status of compliance information and up-to-date regulations, apply and pay for (by credit card or check) a variety of permits and licenses and submit compliance reports online.  

General Findings/Conclusion

Most cross-jurisdictional portals, particularly those at the State level, are currently in development and are facing similar issues, as is the One-stop Business Compliance Initiative–integrating solutions across multiple jurisdictions, developing common repeatable frameworks and addressing the diverse needs of a large customer base.  While most have not achieved their stated goals, they do reveal some useful lessons learned:

1. Start with a comprehensive understanding of the customers, and address the services that have the largest potential gains in reducing the compliance burden and promoting efficiencies;

2. Define an effective business model for delivery of services to customers, consistent with the mission and leveraging agency core competencies;

3. Develop a component enterprise architecture that exploits common, repeatable standards and supports continued growth, promotes interagency collaboration and addresses user privacy and security concerns;

4. Deploy proven technologies and tools, particularly those currently in use by the more successful implementations from compliance organizations; and

5. Achieve interagency and intergovernmental cooperation and collaboration, an essential element in providing a common, seamless One-Stop Business Compliance capability.

These conclusions are discussed further in the following sections, which describe the specific challenges facing the One-Stop Business Compliance Initiative.

II.  Best Practice Findings to Meet The Challenges

This section addresses the four challenges relating specifically to the One-Stop Business Compliance Initiative–business model, compliance assistance tools, transaction engines and navigation practices.  Each challenge is described in terms of its definition, relevant examples and best practices/lessons learned.

A.
Challenge 1 – Business Model

The Challenge
E-Government is about Government reform, transforming the way Government interacts with its customers--citizens, businesses and other Government agencies.  It is first and foremost about business performance and execution.  The One-Stop Business Compliance Initiative embodies this transformation in terms of the scope of business services offered, the level of integration required across multiple jurisdictions and the volume of customers being served.

The fundamental challenge facing the One-Stop Business Compliance Initiative is defining the value proposition it offers its customers and what business model(s) best the support the delivery and sustainability of that value.  For this initiative, we must define:

· How the initiative adds value for their customers;

· What business services should be offered and how;

· Which business model(s) and business architecture should be used for delivery; and

· How to deliver repeatable solutions using common component architectures, blueprints and infrastructures that span multiple jurisdictions.

Relevant Practices

To address these challenges, the One-Stop Business Compliance Initiative must focus on two critical elements in defining the value relationship that exists between itself and its customers:

· Business Services – Which services matter most in this relationship; and

· Business Model – Where and how to provide these business services.

Business Services are value-based in that they focus on the relationships that exist among the various participants, both providers and customers, and the associated value exchanged between them.  The One-Stop Business Compliance Initiative will deliver business services in four areas:

· Legal and regulatory information – easy to access, easy to understand guides and tutorials about the compliance laws and regulations that effect individual businesses;

· Compliance assistance tools – the advisors, calculators and tools that help businesses comply, based on their individual profiles;

· Transaction engines – the online registration and application for permits and licenses; filing of wage reports, taxes and insurance, and payment of fees;

· Knowledge management – the business registries, legal libraries, resource directories, contact information, etc.

The provisioning of these services, the sourcing strategy, is based on the nature of the agency’s (SBA’s) capabilities and core competencies with respect to the business services being offered.  The resulting framework is a Service Value Network
, which defines the relationships and sourcing strategy needed to deliver the required services and achieve the desired value outcomes.  The Service Value Network delineates the business services and their sources by addressing the following:

· Target customer segments;

· Business services definition (scope and timing);

· The best value source or provider of each business service;

· The value exchange between the provider and customer;

· Channel solution and access media; and 

· Cost.

Business Models must then be defined for each of the business services in the Service Value Network.  Business models characterize the relationship among the participants that defines the value and the flow of products and services, information and money.  The business models are differentiated by three factors: who owns the customer relationship, the information and the transaction. 

For example, the business model options
 available to the One-Stop Business Compliance Initiative for delivering transaction services, such as permits, licenses and fee collection online, include the following:

· Intermediary – Brings together the buyers and sellers by concentrating on information.  Agency owns the customer relationship and information, but not the transaction.  Includes portals, intelligent agents and aggregators such as Yahoo and eBay.

· Value Net Integrator – Coordinates activities across the Service Value Network by gathering, synthesizing and distributing information and services.  Owns the information, but not the customer relationship or the transaction.

· Virtual Community – Creates and facilitates an online community of common interest, enabling collaboration and shared services.  Owns the customer relationship, but not the information or transaction.

· Whole of the Enterprise – Provides an enterprise-wide, single point of contact, consolidating all services provided by a large Service Value Network.  Owns the customer relationship, the information and the transaction.

A fundamental issue in the business model determination is the funding source(s) for the initiative.  Is this a revenue-generating or revenue-neutral site?  As part of the transactions, will fees be collected from the customer or will the customer be passed to another agency where permits and licenses are issued and fees collected?  The business model drives level and type of staff and skills, the infrastructure and the organization needed to deliver and sustain the business services required for this initiative.

Best Practices/Lessons Learned

Moving forward, the One-Stop Business Initiative will need to define the business services and associated business model that will best deliver and sustain a viable capability.  Following are the key activities to accomplish this:

· Base the service definition on a sound understanding of the targeted customer segments, relationships and needs;

· Address the business services that will offer the largest potential gains for the provider and the customer;

· Develop a sourcing strategy for the business services based on the nature of the agency’s capabilities and core competencies;

· Select and define business models consistent with that sourcing strategy that best leverage the relationships among the participants; and

· Develop a business architecture that best exploits a repeatable framework and promotes growth and sustainability of the desired capability.

B.
Challenge 2 – Compliance Assistance Tools

The Challenge
The ultimate challenge of this initiative is to reduce the burden borne by businesses in identifying, understanding and complying with a complex set of laws, regulations and requirements imposed by various levels of Government.

Burden reduction could take many forms, but generally the aim is to reduce the time and costs associated with compliance and the various reporting requirements imposed by Government.  These reporting requirements include mandatory reporting (taxes, tariffs, fees, environmental, safety/health, etc.) as well as voluntary reporting (some environmental, demographic, etc.).  Burden reduction could also take the form of reducing complexity or simplifying processes and access to pertinent compliance information or explanations.

Taken on the whole, much of the capacity for burden reduction can be summarized as “compliance assistance”--tools that help businesses achieve compliance and perhaps, in doing so, reduce overall operating costs, improve customer satisfaction (better/cheaper goods and services, passing savings through to customers) and improve employee satisfaction (less time responding to regulatory requirements and more time responding to customers’ needs). 

Ultimately, by offering intelligent tools that help the businesses comply, public servants employed by the regulatory agencies can focus on the higher value activities that are more meaningful to them as professionals and to their stakeholders.

Four key questions emerge from the One-Stop Business Compliance Initiative  that address the types of assistance needed by the business community: 

· What laws apply to me where I live or where I conduct business?

· What is their impact on my business?

· Am I in compliance?

· If not, how do I get help?

Relevant Practices

There are many examples of compliance and business assistance tools available on the Web.  It is not possible to provide a comprehensive listing of all tools; however, we have classified the prominent tools and special Web applications into several categories:  Knowledge Management (KM) and Customer Relationship Management (CRM) Tools, Wizards and Benchmarking Tools and Calculators.

KM/CRM Tools.  This group is fairly broad and includes best practices repositories, listing of Frequently Asked Questions (FAQs), Web chat and instant messaging, application sharing, online communities and threaded discussions, and advance, context-sensitive search engines.  Examples include:

· United Nations Global Compact:  Online best practices for Global 500 firms interested in advancing corporate social responsibility [www.unglobalcompact.org].

· Powerful search engines [www.alexa.com] and The Internet Archive [www.archive.org].

· Answer delivery engines and context-sensitive help [www.atomica.org].

· Web collaboration, instant awareness and knowledge intranets [www.ibm.com] IBM/Lotus:  Discovery Server, Websphere.

· Instant messaging and real-time Web based application sharing; IBM/Lotus’ Sametime Server[ www.lotus.com/sametime ].

· Real-time, online advice and assistance [Ernst and Young online: www.ey.com/global].

· Online calculator and KM tools for greenhouse gas emissions and emissions trading opportunities [www.emissionstrategies.com].

Wizards and Benchmarking Tools.  These tools take the form of expert systems, decision trees and benchmarking tools.  They tend to be slightly more complex and sophisticated from an implementation perspective but can be very powerful tools for the end user.  Examples include:

· Web-based benchmarking tools that can be outsourced directly to the customer (Application Service Provider (ASP) or web services model) [www.benchmarkme.com].
· Web-based benchmarking tools for residential energy efficiency programs [http://estar3.energystar.gov/hey/intro.html].

· Web-based benchmarking tools for tracking energy use and financial performance of buildings [www.energystar.com/benchmark].

Web-based Calculators.  These tools can be extremely complicated and are often based on complex algorithms that are executed in the background, based upon varying amounts of input data (raw data and assumptions).  Examples include:

· Calculating energy savings using Energy Star labeled products [www.epa.gov/nrgystar/purchasing/2c_savings_calc.html].
· Web-based store locator [www.energystar.gov/products/].

· Web-based locator - Earth 911 zip code based recycling locations [www.earth911.org].
Best Practices/Lessons Learned

While it is difficult to generalize about the myriad of tools available on Business-to-Business (B2B), Business-to-Consumer (B2C), Government-to-Government (G2G), Government-to-Business (G2B) and Government-to-Consumer (G2C) sites, it is possible to identify several best practices or lessons learned about implementing these calculators:

· Many tools and aids exist for a variety of compliance needs.  Providing seamless access to the right tool by the right customer for the right use is critical for this initiative.

· Clarify and document the business value of providing the tool to the targeted customer segment.  The customer must derive immediate and meaningful business or personal value from use of the tool.

· Usability testing is a must.  Real end users should test the tools in a controlled environment while being observed by trained usability experts. 

C.
Challenge 3 – Transaction Engines

The Challenge
Effective e-Government, and in particular G2B, is about making it easier for small businesses to interact online seamlessly with all levels of Government. It involves a change in processes (from paper to electronic), an understanding of the transaction requirements of businesses and Governments, and the creation of component-based solutions and infrastructures to meet these challenges.

The fundamental challenge facing the One-Stop Business Compliance Initiative is defining the value proposition that a transaction-based portal provides to small business customers and which transaction model(s) best support the delivery and sustainability of that value to small businesses.  For this initiative, we must define:

· What kinds of transactions and transaction engines should be provided for small businesses?

· How can agencies deliver immediate burden reduction to these small businesses?

· How can common transaction-based solutions be provided across multiple jurisdictions (how to replicate successes), i.e., how to deploy and maintain these solutions?

Relevant Practices

To address these challenges, the One-Stop Business Compliance Initiative must focus on critical elements in defining the transaction solutions that help bridge the gap between today and the future.  As noted in the previous section, we have evaluated several existing Federal, State and local solutions that provide a good first glimpse at relevant “best” practices.  These practices, while offering a good starting point for the creation of a component-based transaction solution for businesses, also create a number of critical questions for the successful implementation of a One-Stop Business Compliance solution.

· Transaction Services – What cross-jurisdictional one-way and two-way transactions need to be supported and by whom?

· Data Ownership – Where and how to provide these business services and who is responsible for what data?

· Interoperable Infrastructure – What level of infrastructure or architecture is required for Governments to participate and to provide benefits to stakeholders?  What links are required for new and legacy data structures?

· Security, privacy and data sharing – Businesses must be guaranteed that their data is protected while being able to seamlessly obtain the real-time status of their transactions and their compliance.  Government entities must permit seamless data sharing across stovepipes and across multiple jurisdictions.

· Continuity of Operations – Effective collaboration is required to create the cross-jurisdictional interaction as well as new methods of governance.

Best Practices/Lessons Learned

While it is difficult to generalize about solutions described above, it is possible to identify several best practices or lessons learned from these initial implementations of transaction-based e-Government solutions.  These lessons are organized around four major categories: relationship with customer segments, reusable component-based architectures, relationship between agencies and technology.

Relationship with Customer Segments:
· Select an application that the business community feels would provide significant burden reduction (select a given vertical market for the application).

· Repeat process with another State and Federal partner and business vertical application.

· Show immediate successes within 90-180 days.

· Ensure continuous buy-in from all the stakeholders.

Reusable Component-based Architecture:

· Recognize that most of the current transaction-based e-Government systems and best practices referenced above are within a single jurisdiction, so the cross-jurisdictional aspect of the e-Government solution is what is new and challenging to One- Stop Business Compliance Initiative.

· Select State and Federal partners that have already developed a suitable infrastructure and build upon that.

· Develop interoperability and architectural standards to ensure that everyone can continue to communicate successfully below the first release and beyond changes in Governmental administrations.

· Using the Web services model, develop once and deliver many times to all levels of Government.

· Develop the business rules, edit checks, payment capability and security that can be integrated into the transaction engine.

· Resolve who will own and maintain what data. (Data ownership should be invisible to the business.  Businesses want to be able to view the complete picture of their transactions at all levels of Government.)

Relationship between Federal, State and local Governments

· Ensure that key decision-makers (including State Legislatures and Governors) accept the project before its initiation. 

· Pursue an incremental approach (no monolithic implementations).

· Allow Federal, State, and local Governments to accept the implementation at their own pace.

· Ensure effective Governmental leadership for successful collaboration and decision-making.

· Get formal buy-in from all decision-makers concerning the requirements, design and implementation schedule.

· Provide an intergovernmental forum to share best practices and return on investment (ROI) so that subsequent G2B applications and infrastructures can be planned, justified and funded.
· Create rules for how Government organizations should communicate compliance and transaction updates automatically back to businesses.

Technology

· Most transaction-engines are vertical-market specific.

· A transaction engine including forms processing, business rule engine, payment processing, ensured message dissemination and workflow must perform multiple functions.

· No one product will provide all functions of a transaction engine.

· Design long-term architecture from beginning, including security.

· Perform modeling and simulation to determine the performance impact of increasing the number of online transactions.

· Politics and budgetary issues are more important drivers than technology.

D.  Challenge 4 – Navigation Aids

The Challenge

A recent study by the Pew Internet and American Life
 Project revealed that citizens visit Government Web sites primarily to find information, while only a small percentage take advantage of online transactions offered by Governments.  We believe that business users exhibit similar behavior; therefore, a major challenge of the One-Stop Business Compliance Initiative will be to provide access to information in a manner that helps businesses more effectively accomplish their compliance tasks.

We can assume a standard set of basic information access goals common to businesspersons:

· Determine relevant compliance requirements at the Federal, State and local levels, and for specific industries.

· Understand the tasks required to comply with laws and regulations.

· Understand the impact of compliance and non-compliance.

· Determine when compliance actions must be performed.

Best Practices

To help businesses accomplish these goals, the One-Stop Business Compliance Initiative must address many of the issues identified below:  

1.
Offer multi-domain content access.  Sites that enable visitors to easily access relevant information on related sites or partner sites.  Sites that push information to users rather them force them to find it. 

· www.amazon.com enables visitors to enter a search term and see results related to that term across all content domains, ranging from its bookstore to partner sites like drugstore.com.

· www.cnet.com, through its product recommendation areas, enables visitors to see and compare product, pricing and availability information on multiple vendor sites.

2.
Make complex information understandable. Sites that use plain language oriented toward the target audience.

· www.clinicaltrials.gov, an NIH site that translates a complex topic into plain language directed toward patients, family members and the general public.

3.
Guide users through tasks.  Sites that provide real-time assistance in guiding users through specific tasks on the site.

· www.turbotax.com uses wizards and extensive contextual help menus to guide users to complete tax returns.

4.
Help users understand the impact of the regulations and laws.  Sites that allow users to drill into content that explains the impact of non-compliance.  

· www.turbotax.com is a good example of a tool that allows users to drill through numerous levels of detail and provides content specific to the users’ choices/input.

5.
Make the information searchable.   Sites that offer strong, reliable search engines that allow users to control and save search parameters. 

· www.google.com is an example of a strong search engine. 

· www.monster.com and www.gartner.com both provide their users with multiple search options.

6.
Provide easy access to help.   Sites that include a searchable, timely, Frequently Asked/Answered Questions (FAQs) page, where FAQs are grouped logically by topics/tasks.   Sites that offer access to Government experts.  

· MSN Money www.moneycentral.msn.com provides expert advice.

· www.askjeeves.com allows users to submit common language questions.

7.
Provide a user-customizable portal.  Sites that allow frequent users to customize their experience, allow registered users to subscribe to e-mail notifications of changes or upcoming milestones and allow users to bookmark pages.

· www.amazon.com provides recommendations, similar products and reviews – all reacting to the customer’s profile.  

Best Practices/Lessons Learned

In the examples above we refer to best practices for enabling information access.  In this section we discuss some of the factors critical to ensuring that these best practices are achieved.

· Conduct user needs analysis for major user segments (e.g., industries) to determine their specific needs and build information access channels accordingly.

· Partner extensively with relevant agencies, jurisdictions and industry groups both to determine user needs and to ensure that complete content is available.  Assign adequate resources to develop and manage these coordination points.

· Develop and implement a metadata schema to enable robust search functionality and customized information delivery.

· Adopt a dynamic content strategy (the content to be offered and the delivery method) based on user feedback.

· Address privacy and related issues that affect the site’s ability to offer customization features.

· Utilize proven technology and methodologies.

· Allocate expert resources to update, deliver and maintain content.  

III.  Conclusion

A
Recommendations

1.  The One-Stop Business Compliance Initiative should start with a comprehensive understanding of its customer segments and address their needs in an evolutionary manner.  The scope of requirements for business users needing compliance information and assistance is enormous.  The One-Stop Business Compliance Initiative should focus on critical industries and customer segments where the largest potential gains can be achieved by leveraging common services and capabilities.

2.  Moving forward, the One-Stop Business Compliance Initiative will need to define the business services and associated business model that will best deliver and sustain a viable capability.  The key methods for accomplishing this include the following:

· Basing the definition of business services on a comprehensive understanding of the targeted customer segments, relationships and their needs;

· Addressing the business services that will ensure the largest potential gains for the selected customer segment and that leverage existing compliance resources – content, transactions and tools;

· Developing a sourcing strategy for the business services based on the nature of the agency’s capabilities and core competencies;

· Selecting and defining business models consistent with the sourcing strategy that best leverage the relationships among the participants; and

· Developing a business architecture that best exploits a repeatable framework and promotes growth and sustainability of the desired capability.

3.  Develop a component-based enterprise architecture that exploits common, repeatable standards and supports continued growth, promotes interagency collaboration and addresses user privacy and security.  The One-Stop Business Compliance Initiative should be based on an architecture that conforms to industry standards.  This component architecture will specify standards and interfaces for databases, content management, search engines and other technology needs, and focus on the interoperability of the content, data and tools derived from other compliance and assistance sites.  Standards include:

· Data exchange and sharing standards to achieve interoperability of all the disparate compliance sources needing to be accessed.  Multiple rules-based mechanisms will be required to link the variety sources.

· XML, Java 2 Enterprise Edition (J2EE), .NET and SOAP to provide seamless interoperability and achieve a common look for Government Web sites to organize transactions around the intentions of citizens and businesses.

4.  The One-Stop Business Compliance Initiative should make every effort to utilize proven technologies, methodologies and tools.  With the distinct challenge of integrating processes and data across multiple agencies, it is imperative that this initiative takes advantage of successful implementations that bridge similar significant boundaries (private sector, primarily).  A One-Stop Business Compliance portal, built on tried and true methodologies and technology, is the only solution that could deliver the proposed results in the time frame suggested.  

5.  Achieve interagency and intergovernmental cooperation and collaboration, an essential element in providing a common, seamless one-stop capability to businesses.  Success clearly depends upon:

· Reaching out to agencies and organizations that may have already addressed key needs;

· Establishing relationships at all levels of Government to ensure effective dialogue and sharing of information and ideas;

· A strong desire to deliver the best possible products to the end user regardless of their source; and

· Recognition of the efficiencies involved in collaborating with those who may have already addressed important issues.

B
Areas for Additional Study

The following areas are recommended for additional study:

· Unified Portal Technology to create personalized, secure access to the variety of information sources and tools, to aggregate content and to provide one-stop access to integrated Web applications and legacy databases.

· Challenge in aggregating data for both supplier and customer and establishing multiple rules-based mechanisms for exchanging data and transactions from disparate sources.

· Reusable XML Web Services mapped to specific business services and the XML data and transaction interchange interfaced to legacy environments.

· Privacy and confidentiality issues in implementing cross-organization data sharing, especially where one entity shares information with another partner entity.
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